
Türk Anneler Derneği Anaokulu eSafety Label Action Plan: 

 

 Infrastructure: Review and update the school's internet and network 

infrastructure to ensure it is secure and can support secure online activities. 

 

 Student and Staff Access to Technology: Implement controls to ensure that 

students and staff only have access to appropriate online resources and that their 

online activities are tracked and recorded. 

 

 Data Protection: Implement policies and procedures to ensure personal data is 

collected, stored and used in accordance with the General Data Protection 

Regulation (GDPR). 

 

 Software Licensing: Ensure that all software used by the school is licensed and 

complies with the school's software license agreements. 

 

 IT Management: Assign a designated IT Administrator to ensure the school's IT 

infrastructure and resources are effectively managed and maintained. 

 

 Exercise: Develop a code of conduct and guidelines for online behavior to be 

followed by students and staff. 

 

 Extracurricular Activities: Develop and implement a program of extracurricular 

activities to support students' learning about internet safety and responsible 

online behavior. 

 

 Support resources: Identify and establish relationships with external 

organizations such as the National Cyber Security Center or other e-security 

organizations to provide additional support and guidance. 

 

 Staff Training: Provide staff with regular training on internet security, data 

protection and IT management to ensure students are equipped to support their 

safe and responsible use of technology. 

 

 Evaluation: Regularly evaluate the effectiveness of the eSafety Label Action 

Plan and make any necessary changes to ensure the school continues to meet 

eSafety Label requirements. 

 

This plan is designed to ensure that the school is equipped to meet eSecurity Label 

requirements by reviewing and updating the school's internet and network 

infrastructure, implementing controls to ensure online activities are secure, enforcing 

data protection policies, ensuring compliance with software licensing. 

 



 


